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# Purpose, scope and users

The purpose of this document is to define basic rules for secure development of software and systems.

This document is applied to development and maintenance of all services, architecture, software and systems that are part of the Information Security Management System (ISMS).

Users of this document are all employees who work on development and maintenance in [organization name].

# Reference documents

* ISO/IEC 27001 standard, clauses A.14.1.2, A.14.1.3, A.14.2.1, A.14.2.2, A.14.2.5, A.14.2.6, A.14.2.7, A.14.2.8, A.14.2.9, A.14.3.1
* Risk Assessment and Risk Treatment Methodology
* Supplier Security Policy
* [Change Management Policy]/[Operating Procedures For Information and Communication Technology]
* Training and Awareness Plan

# Secure development and maintenance

## Risk assessment for the development process

In addition to the risk assessment performed according to the Risk Assessment and Risk Treatment Methodology, [job title] must periodically perform the assessment of the following:
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